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# To do Task 1: Outline Post-Quantum Computational Limit

In this technological era, with the advent of quantum computing technology, it aims to solve potential complex problems that are not able to be done by random computers. With the introduction of such technologies, it is likely to propose various post-quantum computational limits, security challenges, ethical and social concerns. In simple terms, quantum computers are working on the principles of quantum mechanics in order to perform all calculations in such a way that quantum bits are able to process vast amount of data (Rieffel et al., 2024). The main impact of such technologies is on cryptography where Shor’s algorithm is being used to factorize large integers. In the post era, there are likely to be various computational limits due to immense increase of quantum computing technology in today’s era. It is undeniable that quantum computers are able to excel specific tasks but could not be able to do various other tasks as of now. For example, it can be said that problems like database searching could be sped up with Grover’s algorithm but it is quadratic which means it is not required for such scenarios. Instead of this, classical computers are suited best for such applications rather than focusing on the quantum advantages (Gill & Buyya, 2024).

There are even various challenges that could be faced with quantum computing based on development and scalability. This is because quantum computers are highly sensitive to different environmental disturbances which means there is a dire need for having an advanced error correction system along with stable qubit architecture. As these metrics or applications are unavailable, it is likely to pose certain limitations on the quantum technology (Desdentado et al., 2024). This also represents that for the foreseeable future, both quantum computing and classical computing will coexist and will complement each other. Furthermore, in the case of research and development also for post-quantum computing, it is vibrant and is burgeoning at an exponential speed. In the coming future, there will be robust post quantum cryptographic standards just like RSA and ECC algorithms which could be used for standardizing the post-quantum cryptographic systems. Furthermore, there will be improved quantum algorithms available in the market which will make sure all potential security issues are patched and it is able to solve different types of problems. Finally, there will also be an appropriate quantum hardware available that would be able to overcome physical and engineering challenges that are being faced in today’s world for constructing practical and scalable quantum computers (Stackpole, 2024).

There will be different ethical and social implications available that would have adverse impact on human beings. As quantum computing will be able to perform higher power computational, it means it will be able to break out today’s existing cryptographic systems which could lead to the data privacy and security related issues. However, to avoid such things, there would be a need for ensuring a secure transition to the post-quantum cryptographic standards. Moreover, the use of such power can be misused by offenders in the case of surveillance and data analysis which must also be regulated. Henceforth, the post-quantum computing limits is not representing the end point but showing the new beginning where computation can be understood (Rieffel et al., 2024).

# To do Task 2: Compare Present Day Computational Limit to Post Quantum Computational

The tabular matrix is attached below that clearly explains present day computational limit with respect to post quantum computational limit.

|  |  |  |
| --- | --- | --- |
| Aspect | Present Day Computational Limit | Post-Quantum Computational Limit |
| Cryptographic Security | In the current era, the cryptographic security mainly relies over RSA, ECC and other related algorithm, however, these algorithms are sometimes susceptible to classical attacks. | On the other hand, it mainly requires post-quantum cryptography i.e. lattice-based and code based which helps in resisting all types of quantum related attacks. |
| Algorithm Efficiency | In the context of classical algorithms, there are various tasks that are computationally infeasible such as factorizing of large numbers (Goldstein, 2023). | In the post quantum computational limit, the use of Shor’s algorithm could be done in such a way that it will be able to make factorization feasible. |
| Speed | When it comes to speed, it is limited by classical transistor based hardware only. | However, in the case of quantum computing, its parallelism mainly offers the speedups for different problems like Grover’s search algorithm. |
| Error Sensitivity | The error sensitivity rate for current limit is robust and even error rates can be manageable easily with current hardware resources. | In the case of post-quantum era, it is highly sensitive to environmental disturbances which means there would be a need for advanced error correction mechanisms. |
| Hardware Scalability | The hardware scalability is also possible in the current era with Moore’s law that is approaching physical limits in the coming years. | The quantum computing hardware is still in early stages which means there would be significant challenges faced when qubits are to be scaled up. |
| Application Scope | Currently, the wide range of application are supported followed by optimization, machine learning and even data processing. | The quantum computers are perfect fit for higher complex tasks like optimization, natural science simulations and cryptographic operations. |
| Development Stage | It is well established and continuous increments are being made (Quantum News, 2024). | The field is evolving rapidly but still there are various challenges for quantum computing hardware, algorithms and software. |
| Ethical Considerations | The privacy and security could be maintained easily with current cryptographic standards available in the market. | The privacy and security could not be maintained easily with cryptographic standards as it can break currently available encryptions easily and there is no responsible use. |
| Integration | The current systems cannot combine with quantum computers as of now. | The hybrid systems can amalgamate with classical computers in an easy manner. |
| Future Outlook | In the future, the incremental improvements are approaching physical and theoretical limits for the classical computing. | Herein, the paradigm shift is seen for various advancements in the field of science and it can compete with classical computing easily (Quantum News, 2024). |

# To do Task 3: Identify and Outline Vulnerabilities in Present Computational Ability and Cryptographic Techniques

Under this section, a detailed analysis will be performed on vulnerabilities that are primarily present in computational ability as well as cryptographic techniques.

## Computational Limits

The table attached below lists out all issues that are likely to be faced with quantum computing currently and in the coming years.

|  |  |
| --- | --- |
| Issues | Description |
| Scalability Related Issues | * In the coming years, the transistor size is likely to approach the atomic scale which means the Moore’s law will no longer will applicable. * Due to the increased processing power, there is an increased heat and the cooling technologies are likely to suffer. * For higher power consumption, it demands for higher energy that leads to sustainability related issues (S et al., 2024). |
| Algorithmic Efficiency | * There are certain problems that could be faced like factoring large integers and computing discrete logarithms which are not able to solve problems easily. * There are multiple problems classified like NP-hard and NP-complete which does not have polynomial time solutions. As a result of this absence, it is likely to limit solvability with classical methods available (Baker, 2023). |
| Processing Speed | * In the context of processing speed, it can be said that classical computers is able to process tasks sequentially as there is a limited speed and it cannot perform potential parallelism. * For the latency and bandwidth also, there are communication delays and limited data transfers with current systems. |

## Cryptographic Techniques

Unlike computational problems, there are various vulnerabilities with cryptographic techniques which have been explained below in a tabular matrix.

|  |  |
| --- | --- |
| Issues | Description |
| Algorithm Specific Vulnerabilities | * For the current encryption standard i.e. RSA, it is susceptible to factorization attacks which means it can be compromised. * For the ECC algorithm also, it relies over the discrete logarithm problems and it vulnerable to specific mathematical breakthroughs. * In the context of symmetric encryption, the use of techniques like AES are secure but is vulnerable to various attacks (S et al., 2024). |
| Key Management | * Key management is very essential in cryptography and it is challenging now as storage space can be compromised. * In the case of distribution and exchange also, there is a risk of interception. * The length of keys is short and poor which means it is vulnerable to brute forcing. |
| Implementation Flaws | * There are various vulnerabilities in cryptographic software and it can be exploited. For example, Heartbleed vulnerability * The risk of side channel attack is very high that results in timing attacks, power consumption and many more (Morstyn & Wang, 2024). |
| Social Engineering | * Owing to social engineering attacks, the cryptographic security can be compromised by deceiving all users into divulging sensitive information. * The insider threat is also possible which may allow accessing cryptographic keys easily. |
| Post Quantum Threats | * The post quantum threats are also possible where algorithms like Shor and Grover are likely to pose future threats based on current cryptographic standards. * The overall transition period is vulnerable because the quantum is able to compromise everything in the future (Morstyn & Wang, 2024). |
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